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I. Introduction
The Irish Human Rights Commission (IHRC) welcomes the opportunity to comment on the provisions of the Employment Law Compliance Bill 2008 (2008 Bill) which was referred to the IHRC by the Department of Enterprise, Trade and Employment on 2 July 2008. The IHRC is an independent statutory body established under the Human Rights Commission Act 2000 to ensure that the human rights of all people in Ireland are promoted and protected in law, policy and practice. One of the roles of the IHRC is to review the adequacy and effectiveness of law and policy in the State in relation to Constitutional and international human rights standards deriving from the Irish Constitution and international treaties to which Ireland is a party. Having carried out such an assessment, the IHRC makes recommendations to the Government concerning the measures that should be taken to strengthen, protect and uphold human rights in Ireland, in line with Ireland’s Constitutional and international obligations.
The Explanatory Memorandum of the 2008 Bill states that the purpose of the Bill is to secure better compliance with employment legislation in accordance with the commitments made under the Social Partnership Agreement 2006-2015. The IHRC broadly welcomes the 2008 Bill, which establishes the National Employment Rights Authority (NERA) on a statutory basis with the aim of promoting and ensuring compliance with employment legislation. This legislative proposal is an important measure to enhance the protection and enforcement of employment rights. In particular the IHRC welcomes this legislative proposal as an important development to improve the protection of employment rights for migrant workers, including vulnerable categories of migrant workers.  

In these Observations, the IHRC will focus in particular on provisions relating to the acquisition, storage and sharing of personal information between NERA and “official agencies” in the State, and between NERA and competent authorities in other states. On the basis of the human rights principles outlined below, the IHRC makes a number of recommendations for amendments to the draft legislation which it considers are necessary to uphold and strengthen the human rights of persons who will be affected by this legislative proposal. 

II. Relevant International Human Rights Law

a. The Scope of Human Rights Protections

Article 1 of the European Convention for the Protection of Human Rights and Fundamental Freedoms (ECHR) provides that States “shall secure to everyone in their jurisdiction the rights and freedoms defined in Section I of this Convention”.
 Therefore, under international human rights law all persons present in the jurisdiction regardless of their immigration status are entitled to the human rights protections available under the Convention. 

b. The Right to Respect for Private Life

The European Court of Human Rights (ECtHR) has held that the collection, storage and use by public authorities of personal data amounts to an interference with the right to respect for private life under Article 8(1) of the ECHR.
 An interference with this right will only be permitted where it is “in accordance with law”, in pursuit of a legitimate aim
, necessary in a democratic society and proportionate to the achievement of the aim pursued. In order for a measure to be “in accordance with law” the national law must indicate with reasonable clarity the scope and manner of exercise of the relevant discretion conferred on the authorities.
 The measure prescribed by national law must be accessible to the person concerned and foreseeable as to its effects.
 A law should lay down limits on the time period for which information can be held.
 Adequate and effective safeguards must be in place to regulate the storage and disclosure of personal data and to ensure the minimum infringement of the right to respect for private life.
 

In light of the jurisprudence of the ECtHR, the IHRC considers that the sharing of personal data will inevitably raise human rights concerns, and the more intimate the information the greater those concerns will be. The State must show that any proposal for data sharing is both justifiable and proportionate, and that appropriate safeguards are in place to ensure that personal data is not disclosed arbitrarily, but only in circumstances where its disclosure is foreseeable in advance, where oversight safeguards exist and where it can be demonstrated that any disclosure is proportionate to the aims being sought to be achieved by the policy. 

c. ECHR Obligations of the Organs of the State

Section 3(1) of the European Convention on Human Rights Act 2003 (ECHR Act) provides that subject to any other statutory provision or rule of law, every organ of the State, which includes public bodies exercising legislative, executive or judicial powers, is required to act in a manner compatible with the State’s obligations under the ECHR.

III. Relevant Provisions of the 2008 Bill

a.  Functions and Powers of the Director of NERA

Section 14 of the 2008 Bill provides that part of the function of the Director of NERA shall be to enforce employment legislation and to investigate instances of suspected offences under employment legislation. At his or her discretion, the Director may also refer cases to the Director of Public Prosecutions where he or she has reasonable grounds to believe that an indictable offence under employment legislation has been committed. For the purposes of these functions the Director is given substantial powers under the Bill including the power to apply for a search warrant to the District Court
, the power to require persons to give evidence or produce documents
, and the power to apply to the District Court to require a person to produce evidential material.
 Section 14(4) provides that a member of the Garda Síochána seconded to the office of the Director of NERA shall continue to be under the general direction and control of the Garda Commissioner and furthermore, shall continue to be vested with the powers or duties of a member of the Garda Síochána for the purposes of the Act, as well as for other purposes.  
b. Categories of Information that may be Disclosed under the 2008 Bill

Section 27 of the 2008 Bill provides that the Director of NERA may in the performance of his or her functions acquire, use or disclose the following information: 

· the PPS number of an employee

· the Employment Registration Number of an employer

· the particulars of a valid passport or other equivalent document issued by or on behalf of any authority recognised by the Government

· and any unique identifier for a person in respect of his or her registration in any register established and maintained by the purposes of Section 38 of the Immigration, Residence and Protection Bill 2008.
In relation to the last point, the registers envisaged under Section 38 of the Immigration, Residence and Protection Bill 2008 will contain a number of details relating to foreign nationals and protection applicants.
 It is of note that the personal information to be held on a register under Section 38 is subject to further definition under secondary legislation.

c. Categories of Agencies or Authorities to whom the Information can be Disclosed under the 2008 Bill

Section 27 of the 2008 Bill provides that the Director of NERA may in the performance of his or her functions acquire, use or disclose the information outlined above to a rights commissioner, the Labour Relations Commission, the Employment Appeals Tribunal, the Labour Court, an “official agency” of the State, or a “competent authority” of another state.

Section 27(4) defines an “official agency” as the following persons or authorities: the Minister for Enterprise, Trade and Employment, the Minister for Justice, Equality and Law Reform, the Minister for Transport, the Minister for Social and Family Affairs, the Garda Síochána, the Revenue Commissioners, the Director of Corporate Enforcement, the Health and Safety Authority, the Competition Authority, the Private Security Authority, the Pensions Board, the Pensions Ombudsman and the competent authority (within the meaning of Section 46, see below) or authorities of other states.
Section 28 of the 2008 Bill allows for the Director to enter into a cooperation agreement with “official agencies”. Such an agreement would include a provision enabling the sharing of information by each party to the agreement “if the information is required by that other party for the purpose of the performance by it of any of its functions”.
 Section 28(8) stipulates that where information is shared, the provisions of any enactment concerning the disclosure by the party sharing the information shall apply to the receiving party. In addition, a cooperation agreement shall not operate to require the Director to provide information to any official agency if the disclosure of that information by the Director is prohibited by law.
 Finally, a failure by the Director or an official agency to comply with a provision of a cooperation agreement shall not invalidate the exercise by it of any power.

Section 29 of the 2008 Bill allows for the disclosure by any official agency of information that in the official agency’s view may relate to the commission of an offence under employment legislation. Moreover, this section allows for the disclosure by the Director to a number of public bodies including the Garda Síochána of information which the Director believes may relate to the commission of an offence that does not relate to employment law.

Section 46 allows for administrative cooperation by NERA with competent authorities of other states on certain matters relating to employment. A competent authority is defined as a person in whom functions relating to the enforcement of the law of a state (other than the Irish State) concerning employment, whether in a particular sector of that state’s economy or throughout that economy generally, are vested under the law of that other state. This section allows the Minister for Enterprise, Trade and Employment (the Minister) to enter into an arrangement with any competent authority for the purpose of securing compliance with employment legislation in the state.

This arrangement allows both parties to an arrangement to share information and assistance for the purpose of the performance of their functions. Information will not be shared by NERA with a competent authority in another state unless the competent authority undertakes to comply with conditions regarding disclosure equivalent to the powers of disclosure of the Minister or the Director. The Minister or Director may similarly undertake to comply with any disclosure conditions in the foreign state when receiving information from the competent authority. Finally, the Minister or Director may not share information with the competent authority if such information sharing is prohibited by law.

d. Safeguards in Respect of the Disclosure of Information under the 2008 Bill 

Section 30 makes it an offence for the Director or those working for NERA to disclose confidential information, except where it is necessary for the performance of their functions, was disclosed to the Garda Síochána on the basis that in the opinion of the authorised officer it may relate to the commission of an offence, or was contained in a report. Confidential information is defined as including information expressed by the Director to be confidential.

Section 31(1) of the 2008 Bill amends Section 46(1) of the Freedom of Information Act 1997 to provide that the 1997 Act does not apply to any information held or created by NERA other than a record concerning the general administration of the office. Section 31(2) of the 2008 Bill amends Section 5(1) of the Data Protection Act 1988 to provide that Section 4 of the Data Protection Act 1988 does not apply to data kept by the Director of NERA or an officer of the Director for the purposes of his or her functions under employment legislation. The safeguards contained in Section 4 of the Data Protection Act 1988 relate to the right of an individual to be informed of personal data being held about him or her and to have access to such data.  
IV. Analysis and Recommendations

a. Categories of Information that may be Disclosed under the 2008 Bill

The IHRC is concerned that the categories of information that may be shared under the 2008 Bill are not adequately defined. As noted above, the ECtHR has held that in order for an interference to be “in accordance with law”, it must indicate with reasonable clarity the scope and manner of exercise of the relevant discretion conferred on the authorities and the measure prescribed by national law must be accessible to the person concerned, and foreseeable as to its effects.

In particular, the information specified under Section 27 includes information contained in registers envisaged under Section 38 of the Immigration, Residence and Protection Bill 2008, which is subject to further definition under secondary legislation. Such information might relate to biometric data, particularly given the reference in Section 27(2)(iv) to any “unique identifier” contained in those registers. The sharing of biometric data is a serious interference with the right to private life and for such an interference to be regarded as being “in accordance with law” and proportionate, adequate and effective safeguards need to be in place to guard against arbitrariness.

In addition, the type of information to be shared in agreements between NERA and other bodies in the State or abroad is defined as any information required for the purpose of the performance of its functions by either party to a cooperation agreement. Under Section 30, the category of “confidential information” to be afforded special safeguards under that Section is defined as including information expressed by the Director of NERA to be confidential. 
Recommendations

The IHRC recommends that in order to adequately satisfy Article 8 ECHR requirements of accessibility, foreseeability and proportionality, the categories of information that may be shared by and with NERA under the 2008 Bill should be defined with greater clarity in the 2008 Bill and should not be left to be defined by secondary legislation under the Immigration, Residence and Protection Bill 2008.

The IHRC recommends that where biometric information can be acquired, used or disclosed by the Director of NERA the type of biometric information should be narrowly defined and should be limited to facial images and fingerprint data. 

b. Categories of Agencies or Authorities to whom the Information can be Disclosed

The IHRC is concerned at the broad number of bodies with whom information may be shared for the purposes of their functions.
 This raises concerns in relation to accessibility and foreseeability under Article 8 of the ECHR. In addition, it is important to note that the information should always be shared for the purpose of ensuring a legitimate aim under Article 8 of the ECHR and the scope and manner of exercise of any discretion conferred on the authorities to interfere with the right to private life must be indicated with reasonable clarity. 
In relation to the sharing of information with “competent authorities” in other states, the IHRC is concerned at the broad definition of such authorities, which comprise bodies relating to any aspect of the state’s enforcement of employment law. The dissemination of any personal data to overseas agencies has previously been criticised by the IHRC in circumstances where sufficient safeguards do not exist.

A further concern is that the 2008 Bill does not explicitly specify that those bodies in the State with whom NERA shares information that may relate to the commission of an offence (Section 29) and the competent authorities in other states (Section 46) must be public bodies.
 
Recommendations
The IHRC recommends that the 2008 Bill should state with greater precision the precise functions for which the information may be shared with official agencies in the State and with “competent authorities “in other states, in order to ensure that those functions serve a legitimate aim within the meaning of Article 8 of the ECHR.

The IHRC also recommends that the competent authorities in other states with whom information may be shared under Section 46 be defined with greater precision. 
In addition, the IHRC recommends that it be specified in the 2008 Bill that all bodies within and outside the State with whom information may be shared must be public bodies.
c. Access to Information Held by NERA
The IHRC notes that pursuant to Section 31(1) of the 2008 Bill, records held or created by NERA will be excluded from the scope of the Freedom of Information Act 1997. The Explanatory Memorandum to the 2008 Bill states that Section 31 “is designed to protect investigations and enforcement activity by the Director of NERA and staff from premature disclosure”. However, the reason for the insertion of this specific exclusion in the 2008 Bill is unclear, as Section 21 of the Freedom of Information Act 1997 already allows the head of a public body to refuse to grant an information request on a number of grounds, including where disclosure might prejudice the effectiveness of investigations or inquiries.

Under Section 31(2) of the 2008 Bill, an individual will not be able to make a request pursuant to Section 4 of the Data Protection Act 1988 in relation to personal data kept by the Director of NERA or an officer of the Director “for the purposes of his or her functions under employment legislation”. The IHRC questions the necessity of this restriction on the right of access to personal data. In particular, it is already provided under Section 5(1)(a) of the Data Protection Act 1988, that data kept for the purposes of preventing, detecting or investigating offences cannot be accessed by the person in respect of whom the data is held. Moreover, under Section 5(1)(b) of the 1988 Act, data held for the purpose of discharging a function conferred by or under any enactment and consisting of information held for the purpose of preventing, detecting or investigating an offence cannot be accessed by the person concerned. Although restriction of access to personal data may be regarded as proportionate and in pursuance of a legitimate aim where it is for the purposes of the prevention, detection or investigation of crime, as is already the case under the Data Protection Act 1988, a question arises as to the whether the restriction on access to all information held for the performance of the functions of NERA serves a legitimate aim or is proportionate. 
Recommendations 
The IHRC recommends that the exclusion under Section 31(1) of the 2008 Bill of the application of the Freedom of Information Act 1997 should be removed.
The IHRC recommends that the exclusion under Section 31(2) of the right to access information held for the purposes of the functions of the Director of NERA should be more narrowly defined to information held for the purpose of a criminal investigation or enforcement activities.
d. Migrant Workers and the Mandate of NERA

The IHRC considers that NERA should be able to act as an effective mechanism for the protection of vulnerable groups of migrant workers including domestic workers and migrant workers who are vulnerable to becoming undocumented in the State as a result of work-place exploitation. A key aspect of the effectiveness of NERA will depend on the confidence of migrant workers and those organisations such as NGOs advocating on their behalf, to approach NERA to report abuses of employment rights. 

The IHRC is concerned that the potential of NERA in this regard may be undermined by provisions in the 2008 Bill which allow NERA to share information with the Garda Síochána in relation to offences which are not employment offences but which may be described as immigration-status related matters. As the immigration authority of the State, the Garda Síochána is empowered under the law to remove persons unlawfully present in the State and to arrest and detain such persons for the purposes of their removal.
 The power of NERA to provide information to the Garda Síochána which concerns not an employment offence, but rather an immigration-status related matter, such as a worker’s status in the State, may conceivably undermine the confidence of migrant workers to contact NERA in relation to employment rights abuses.
The IHRC is cognisant that circumstances may arise where NERA may deem it necessary to share certain information with the Garda Síochána in relation to employment offences or non-employment offences where such information comes to light in the performance of its functions. However, within the specific context of a migrant worker who is about to become undocumented or is already undocumented, a potential conflict may arise or may be perceived to arise in relation to the role of NERA in investigating a case in these circumstances.

This situation may be compounded by the fact that currently under Irish law there is no legal mechanism for migrant workers who become undocumented to have their permission to remain in the State regularised.
 Persons can become “unlawful” in the State for a complex range of reasons including in some instances as a result of work-place exploitation, trafficking for the purposes of labour exploitation or unexpected redundancy. Therefore, in the absence of any possibility to regularise their situation, migrant workers who become undocumented in the State and are committing an offence by being present unlawfully may not be willing to engage with NERA where it is empowered to share their personal information with the Garda Síochána. This may be particularly true in circumstances of trafficking and bonded labour, where threats or fear of violence in a country of origin may exist.
Recommendations
The IHRC is concerned that migrant workers who are about to become undocumented or who have become undocumented currently have no legal mechanism to regularise their employment status. The IHRC reiterates its recommendation made in respect of the Immigration, Residence and Protection Bill 2008 that those persons who find themselves “unlawfully” in the State should be provided with the possibility to regularise their situation.  

The IHRC considers that in order to ensure that NERA can provide an effective mechanism that will have the confidence of migrant workers who may be vulnerable to becoming undocumented, consideration should be given to inserting a provision into the Bill to the effect that the Director should not use his or her discretion to share information with the Garda Síochána solely for the purpose of informing the Garda Síochána that a person has or may become “unlawful” in the State. 
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� Similarly, Article 2(1) of the International Covenant on Civil and Political Rights (ICCPR) provides that States Parties undertake to “respect and to ensure to all individuals within its territory and subject to its jurisdiction the rights recognised in the present Covenant, without distinction of any kind such as race, colour, sex, language, religion, political or other opinion, national or social origin, property, birth or other status”.


� Hewitt and Harman v. United Kingdom, Judgment of 9 May 1989, (1992) 14 EHRR 657; Amman v. Switzerland, Judgment of 16 February 2000, (2000) 30 EHRR 843.


� Such aims are listed in Article 8(2) of the ECHR as national security, public safety, the economic well-being of the country, the prevention of disorder or crime, the protection of health or morals, or the protection of the rights and freedoms of others.


� Ibid.


� Rotaru v. Romania, Judgment of 4 May 2000, para.52.


� Ibid, paras 57 and 59. See also Malone v U. K. Judgment of 2 August 1984, (1985) 7 EHRR 14, and Amann v. Switzerland Judgment of 16 February 2000 (2000) 30 EHRR 843.


� M.S. v. Sweden, Judgment of 27 August 1997, Application no. 20837/92.  The UN Human Rights Committee, which is the treaty-monitoring body for the ICCPR, has laid down a number of principles relating to the gathering and holding of personal information. The gathering and holding of personal information must be regulated by law, effective measures must be taken by states to ensure that information concerning a person’s private life is not disclosed to persons who are not authorised by law to receive, process and use it, and such information should not be used for purposes incompatible with the ICCPR. In addition, every individual should have the right to ascertain whether, and if so, what personal data is stored about them and for what purpose; if such files contain incorrect personal data or have been collected or processed contrary to the provision of the law, every individual should have the right to request rectification or elimination of that information. Human Rights Committee, General Comment 16, UN Doc. HRI/GEN/1/Rev.1 at 21 (1994), at para. 10.


� Section 37 of the 2008 Bill.


� Section 38 of the 2008 Bill.


� Section 40 of the 2008 Bill.


� The following information is to be recorded: in relation to both foreign nationals and protection applicants, his or her name and sex, nationality, date and place of birth, his or her date, place and mode of arrival in the State, address in the State and last address outside the State, particulars of his or her travel document and a photograph sufficient to identify him or her.  In relation to foreign nationals, it is envisaged also to include how and when his or her nationality was acquired and any previous nationality and his or her profession or occupation and where this is carried on. See Section 38(2) and 38(4) of the Immigration, Residence and Protection Bill 2008. 


� Section 38(2)(k) Immigration, Residence and Protection Bill 2008.


� Section 28(3)(a) of the 2008 Bill.


� Section 28(9) of the 2008 Bill.


� Section 28(10) of the 2008 Bill.


� Section 29(2) sets out the relevant public bodies to whom the Director may disclose this information as follows: the Garda Síochána, the Revenue Commissioners, the Director of Corporate Enforcement, the Competition Authority, or any other person charged with the detection, investigation or prosecution of offences.


� Section 38(8) of the 2008 Bill.


� See IHRC Observations on the Immigration, Residence and Protection Bill 2008, at pp. 22-23 and 107-110. 


� This is in contrast to the provisions referred to in Section 27(1) of the Bill. Sections 1093A(3) of the Taxes Consolidation Act, 1997 and Section 261A(3) of the Social Welfare Consolidation Act, 2005 both limit the use of transferred information to ensuring employment rights compliance.


� See IHRC Observations on the General Scheme of the Criminal Justice (Forensic Sampling and Evidence) Bill 2007.


� Section 2.1.d of the Appendix to Recommendation No. R(91) 10 of the Council of Europe Committee of Ministers on the Communication to Third Parties of Personal Data Held By Public Bodies recommends that no information be communicated to private bodies without the free and informed consent of the data subject.


� See Article 5(1) of the Aliens Order 1946 as amended by Section 5(1) of the Immigration Act 2003; Sections 3 and 5 of the Immigration Act 1999; Sections 3(1A), 3(2)(h), 5(1) and 5(2) of the Immigration Act 1999, as amended by the Illegal Immigrants (Trafficking) Act 2000. Under Section 4 of the Immigration, Residence and Protection Bill 2008 a person who is unlawfully in the State will be guilty of an offence and will be subject to removal and to arrest and detention to effect such removal without advance notification.


� The IHRC has previously highlighted the fact that the Immigration Residence and Protection Bill 2008 does not provide any clarity as to whether persons who become unlawful in the State can apply to have their situation regularised by means of the granting of a temporary residence permit. IHRC Observations on the Immigration, Residence and Protection Bill 2008, at pp. 29-30.
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